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ExpressPoll includes many security features that allow all aspects of the solution to be protected.

PHYSICAL AND SYSTEM ACCESS 
CONTROLS 
• ExpressPoll is a hardened single-use device.

• The tablet is shipped securely locked and  
sealed within a stand to prevent anyone from 
removing the device from the polling location.

• The device’s case can be sealed to ensure 
the correct chain of custody is followed when 
accessing the device.

• ExpressPoll uses role-based security and can 
assign different user access levels, including 
system administrator, polling location  
supervisor and poll worker.

• ExpressPoll has optional redundant data storage. 

• If an ExpressPoll is unlawfully removed from a 
polling location, election officials can protect 
data from the unit remotely.

SECURE DATA CONTROLS 
• All data used on the tablet is secured with  

strong FIPS-compliant encryption. 

• Data transferred between pollbooks is  
strongly encrypted.

• If optional host server is used, all data  
transferred between the ExpressPoll and  
the host server is strongly encrypted. 


